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電子支付機構提供使用者往來交易資料及其他相

關資料要點總說明 

為保障電子支付機構使用者之隱私權及使用者對其往來交易資料或

其他相關資料控制處分權之尊重，電子支付機構管理條例(以下簡稱本條

例)第二十八條第一項、第三十九條及第四十條準用第二十八條第一項規

定，電子支付機構對於使用者之往來交易資料及其他相關資料，除其他

法律或主管機關另有規定者外，應保守秘密。 

鑒於司法、軍法、稅務、監察、審計等機關(構)因業務需要，須向

電子支付機構查詢使用者之往來交易資料或其他相關資料，為明確規範

電子支付機構提供使用者之往來交易資料及其他相關資料予各機關(構)

等事項，以利相關業者遵循及主管機關執行法令，爰依本條例第二十八

條第一項、第三十九條及第四十條準用第二十八條第一項之除外規定，

訂定本要點計七點，其要點如下： 

一、本要點之適用對象。(第二點) 

二、司法、軍法、稅務、監察、審計及其他依法律規定具有調查權之機

關(構)，應正式備文洽電子支付機構查詢使用者之往來交易資料或

其他相關資料。(第三點及第四點) 

三、其他機關因辦理移送行政執行署強制執行、偵辦犯罪或為執行公法

上金錢給付義務之必要，應具函經金融監督管理委員會同意後，再

洽相關電子支付機構辦理。(第五點) 

四、電子支付機構提供使用者之往來交易資料及其他相關資料予各機關

（構）時，應善盡告知保密之義務。(第六點) 

五、各機關(構)對於因查詢所得使用者之資料，應建立相關管理機制，

以確保電子支付機構使用者之隱私權。(第七點) 
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電子支付機構提供使用者往來交易資料及其他相

關資料要點 

規定 說明 

一、為利電子支付機構依電子支付機構管

理條例(以下稱本條例)第二十八條除

外規定，提供使用者往來交易資料及

其他相關資料予相關機關(構)，特訂

定本要點。 

定明訂定本要點之目的。 

二、本要點所稱電子支付機構，指專營之

電子支付機構及兼營電子支付機構業

務之銀行、中華郵政股份有限公司及

電子票證發行機構。 

    前項所稱電子支付機構業務，指本條

例第三條第一項各款業務。 

本要點之適用對象。 

三、司法、軍法、稅務、監察、審計及其

他依法律規定具有調查權之機關

(構)，應表明為調查需要，註明案由，

並應載明所需資料之內容及範圍，正

式備文洽電子支付機構查詢使用者之

往來交易資料或其他相關資料。 

定明依法具調查權之公務機關（構），如因

偵辦、調查案件需要，得正式備文洽電子

支付機構查詢使用者往來交易資料或其他

相關資料。 

四、前點司法、軍法、稅務、監察、審計

及其他依法律規定具有調查權之機關

（構），正式備文洽電子支付機構提供

相關資料時，應符合以下規定： 

(一)稅務機關依稅捐稽徵法第三十條規

定查詢時，應依金融監督管理委員

會九十五年六月七日銀局(一)字第

○九五一○○○二二二○號函規定

辦理。 

(二)行政院海岸巡防署、海洋巡防總局

及海岸巡防總局查詢時，應表明係

為偵辦案件需要，註明案由，並須

由首長（副首長）判行。 

(三)法務部調查局查詢時，應表明係為

偵辦案件需要，註明案由，以經該

為保障電子支付平臺使用者之隱私權及使

用者對其往來交易等資料控制處分權之尊

重，參照九十五年五月二十三日金管銀

(法)字第○九五一○○○二○二○號令，

定明依法具有調查權之機關（構），於正式

備文查詢相關資料時應予注意之事項。 
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局局長（副局長）審核認定為必要

者為限。所稱審核認定包括臺北市

等直轄市調查處、福建省調查處及

航業調查處以調查處名義行文並經

處長判行，及臺灣省調查處所屬調

查站及工作站以站名義行文並經站

主任判行後，逕行發文向電子支付

機構查詢客戶資料並副知該局備

查，且於來文註明該偵查中案件係

經該局審核立案者。 

(四)警察機關查詢時，應表明係為偵辦

刑事案件需要，註明案由，並須經

由警察局局長（副局長）或警察總

隊總隊長（副總隊長）判行。但警

察機關查察人頭帳戶犯罪案件，依

警示通報機制請金融機構將電子支

付機構使用者支付、提領及連結之

存款帳戶列為警示帳戶（終止該帳

號使用提款卡、語音轉帳、網路轉

帳及其他電子支付轉帳功能）者，

得由警察分局分局長（刑警大隊長）

判行後，逕行發文向電子支付機構

查詢該電子支付帳戶資金移轉情形

之資料。 

(五)軍事警察機關以憲兵司令部名義，

正式備文查詢時，應表明係為偵辦

刑事案件需要，註明案由，並須以

憲兵司令部名義正式備文查詢。 

(六)受理財產申報機關（構）依據公職

人員財產申報法第十一條第二項規

定，向各該財產所在地之電子支付

機構進行查詢申報人之電子支付帳

戶之相關資料時，電子支付機構應

配合辦理。 

(七)行政院海岸巡防署、海洋巡防總局

及海岸巡防總局、法務部調查局、

警察機關（包括軍事警察機關）、受

理財產申報機關（構）為辦案需要，
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向電子支付機構查詢使用者之身分

資料（如使用者之年籍、身分證字

號、住址及電話等）時，可備文逕

洽電子支付機構辦理。 

(八)監察院依政治獻金法第二十二條規

定查核政黨、政治團體及擬參選人

於電子支付機構開立之電子支付帳

戶之往來交易資料及其他相關資料

時，電子支付機構應配合辦理。 

五、前二點以外其他機關因辦理移送行政

執行署強制執行、偵辦犯罪或為執行

公法上金錢給付義務之必要，而有查

詢需要者，應敘明案由、所查詢電子

支付機構名稱及查詢範圍，在中央應

由部（會）、在直轄市應由直轄市政

府、在縣（市）應由縣（市）政府具

函經本會同意後，註明核准文號，再

洽相關電子支付機構辦理。 

參照九十五年五月二十三日金管銀(法)字

第○九五一○○○二○二○號令，定明前

二點以外其他機關，基於辦理移送行政執

行署強制執行、偵辦犯罪或為執行公法上

金錢給付義務，有查詢電子支付機構使用

者往來交易資料及其他相關資料之需要

者，需函經本會同意，始可向電子支付機

構進行查詢。 

六、電子支付機構依據本要點提供使用者

之往來交易資料或其他相關資料予各

機關（構）時，應以密件處理，並提

示查詢機關(構)及查詢者應予保密。 

電子支付機構提供使用者之往來交易資料

及其他相關資料予各機關（構）時，應善

盡告知保密之義務。 

七、各機關(構)依本要點，調取及查詢使

用者往來交易資料或其他相關資料

時，應建立內部控制機制，指派專人

列管，並應作定期與不定期考核，以

確保電子支付機構使用者之隱私權。 

各機關(構)因查詢獲取使用者相關資訊，

應建立相關管理機制，以確保電子支付機

構使用者之隱私權。 

 


